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As a very large archipelago country, Indonesia has a high intensity of the natural disaster. In 

many cases, the telecommunication infrastructure collapse during the disaster. Therefore, a 

prominent and robust emergency telecommunication network is required. In this paper, an 

implementation of VoIP services over the WiMAX-WLAN integrated network is proposed. The 

integrated network is designed to provide an alternative of the emergency network during the 

disaster response. The VoIP service is selected for the study case because this service can be 

used as a complementary of the telephony service. In this paper, the WiMAX network is 

designed based on the IEEE Standard 802.16-2004 with the frequency band of 3.5 GHz while 

the WLAN network is designed based on the IEEE Standard 802.11n. To support many 

scenarios of network topology, the proposed integrated network is designed in P2P and PMP 

topologies. Within these network topologies, the network performance is evaluated in terms of 

delay, jitter, throughput and packet loss, as well as MOS value. The network performance is 

evaluated over various background traffic. From the experimental evaluation, it shows that the 

network becomes worse when the network load that is represented by the background traffic 

exceeding 3 Mbps. In general, there is no significant performance different between P2P and 

PMP network topology. 
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INTRODUCTION 

Indonesia as a very large archipelago country has a high intensity 

of disaster, including flood, landslide, volcanic eruption, and 

earthquakes that sometimes followed by tsunami. For example, 

Indonesian National Agency for Disaster Management (BNPB) 

recorded more than 20 events of tsunami in the last 100 years. 

The highly intensity of disaster in Indonesia is caused by the 

position of Indonesia that is lied on the junction of 3 (three) very 

large plates, that are Indo-Australian, Eurasia and Pacific  

Plate [1]. Besides that, Indonesia is also located on the Pacific 

Ring of Fire that causes the country is surrounded by the active 

volcano that can erupt at any time and followed by the subsequent 

disaster. 

 

The disaster eventually causes many victims and damages. The 

damage caused by a disaster does not only happen to a private 

infrastructure such as house, but also to a public infrastructure 

such as streets, bridges and telecommunication infrastructures. 

The damage of the telecommunication infrastructures causes a 

communication disconnection both of in-going and out-going 

to/from the affected area. This disconnection causes a difficulty 

to exchange the information, especially about the victims 

conditions and logistic distribution to assists the victims and 

volunteers. 

 

Therefore, an emergency telecommunication infrastructure that 

can be built quickly is required. Many telecommunication 

technologies have been used as an emergency infrastructure 

during the disaster response. Satellite communication system 

with Very Small Aperture Terminal (VSAT) services [2] and 

High Frequency (HF) communication systems [3] are the two 

among the technologies that are massively used in the last 

decades. Beside its advantages of very large bandwidth, VSAT 

services have also the disadvantage of vulnerability to the weather 

condition especially in the rainy condition and high 

implementation cost. For HF communication, eventhough it has 

a long-range distance, the HF system has a narrow bandwidth and 

vulnerability to the ionosphere changes [4]. A comprehensive 

comparison of the possible technology for the emergency disaster 

response is described in [5]. 

 

On the other hand, WiMAX technology offers a very large 

bandwidth and long-range distance in the non-Line-of-Sight 

(NLOS) conditions. Due to its advantages, many researchers have 

proposed the WiMAX technology as an emergency 

telecommunication infrastructure during disaster response in the 

last years. Pedro Neves in [7] proposed the use of WiMAX 

Technology to provide telecommunication services for the 

remote areas in Europe under the WEIRD Project. The offered 

services include environment monitoring and telemedicine. 

http://jnte.ft.unand.ac.id/
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However, this project did not describe the use of the technology 

for the disaster response in which many disaster officers require 

very robust communication access. Another alternative use of 

WiMAX technology is as the backhaul link for the 

telecommunication networks [8]. To provide communication 

services to the users, the implementation of WiMAX network as 

a backhaul should be integrated with another access network, 

such as WLAN Technology. 

 

The integration of WiMAX network and WLAN network is 

considered due to some reasons, that are (1) the ability of the 

WiMAX network to provide a very large bandwidth in the long-

range distance and (2) many premise devices at the users support 

WLAN network. Besides that, the implementation of WiMAX 

technology and WLAN technology for the emergency disaster 

response have been examined in [5]. Both technologies comply 

with technology requirements for disaster response, as described 

in [6]. Those requirements include Rapid deployment, 

Robustness and reliability, Voice and Data support, Scalability, 

Interoperability, Cost.  

 

There are numerous reports in the literature about integration of 

the WiMAX and WLAN technology [9]-[11]. In [9], Gracias 

integrates the WiMAX and WLAN Technologies in the testbed 

platform. In this report, Gracias uses the WLAN technology 

based on the IEEE standard 802.11a/g/n. The channel bandwidth 

that is used in this report is about 967.5 Kbps. In [10], Pentikousis 

reports the implementation of Speex based VoIP services and 

Video based on H.264/AVC in the testbed of the WiMAX-and 

WLAN integration network. The WLAN technology that is used 

in this report is based on IEEE Standard 802.11g which has an 

average data rate of about 54 Mbps. In [11], Peh reports the 

implementation of the VoIP based on G.711 and G.729 in the 

integrated network of WIMAX and WLAN. 

 

All the aforementioned reports do not describe the 

implementation of the services for the emergency service during 

disaster response. Therefore, this paper proposes the network 

integration between WiMAX and WLAN technology for the use 

as an emergency network during the disaster response. In this 

paper, WiMAX technology based on IEEE Standard 802.16d and 

WLAN technology based on IEEE Standard 802.11n are used. To 

support the communication between the officers in the affected 

disaster area, this integration network is evaluated to deliver VoIP 

service. The VoIP service is selected due to this service can be 

considered as a complementary of the telephony service which is 

the most common voice-based service used by the users. It is also 

related to the ITU Recommendation which is stated that the 

fundamental method of telecommunication in a disaster 

emergency is a voice-based service [12]. 

 

The rest content of the paper is organized as follow. In the 

subsequent section, an overview of the WiMAX and WLAN 

technology is elaborated. In this section, the characteristic of each 

network technology is compared. Furthermore, the proposed 

integration of the network architecture between WiMAX and 

WLAN is described. It followed with an explanation of the 

network performance evaluation. This paper ends with 

conclusion in the last section. 

 

OVERVIEW OF WIMAX AND WLAN 

TECHNOLOGY 

In this section, an overview of the WiMAX and WLAN 

technology will be described. The description does not only cover 

the characteristic of each technology, but also the comparison 

between the two technologies. 

 

Worldwide Interoperability Microwave Access (WiMAX) is a 

trademark of the Broadband Wireless Access (BWA) technology 

that is developed by WiMAX Forum which refers to the family 

of IEEE Standard 802.16 and operate in the framework of 

Metropolitan Area Network (MAN) [13]. Beside the ability of 

providing the fixed and mobile communication services, this 

technology has the advantages including (1) high data rate up to 

70 Mbps, (2) long-range transmission up to 50 km (3) adaptive 

modulation system and (4) high capacity with the aid of OFDM 

technique [14]. In terms of service quality, WiMAX technology 

can accommodate several Quality of Service (QoS), that are (1) 

Unsolicited Grant Service (UGS), (2) Real-Time Polling Service 

(rtPS), (3) Non-Real-Time Polling Service (nrtPS), dan (4) Best 

Effort (BE) [15].  

 

Furthermore, another technology that is used in this work is 

WLAN. This technology is often called WiFi, which is stand for 

Wireless Fidelity. WiFI is another trademark of wireless access 

technology that is developed based on the family of the IEEE 

Standard 802.11. This technology is usually operated to support 

the implementation of Local Area Network (LAN). One of the 

variants that is utilized in this paper is IEEE Standard 802.11n. 

This standard offers an advantage that is Multiple-Input-

Multiple-Output (MIMO) systems which provides the possibility 

to implement spatial diversity [16]. With the implementation of 

the spatial diversity, this variant offers high data rate transmission 

up to 74 Mbps. The comparison between WiMAX and WLAN 

technology is provided in Table 1. 

 

Table 1 Performance comparison of WiMAX and WLAN [9] 

Parameters WLAN WiMAX 

Implementation 

complexity 

Easy and cheap Difficult and 

expandable 

Access characteristic Pedestrian ~ 120 km/h 

Coverage 250 m 50 km 

User capacity 13 150 

Data rate 288,90 Mbps 100 Mbps 

Typical Used Access Point ISP network 

 

METHODS 

In this section, a research methodology that is used to develop the 

proposed network is described. The proposed network is 

developed with the following steps: 

1. Design an integrated network topology 

2. Configure the proposed integrated network 

3. Testing of the proposed integrated network. 
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The Proposed Integrated Network Topology 

In this section, the proposed integration network topology will be 

described. In general, the proposed network topology in this paper 

follows the possible network topology offered by WiMAX 

technology for backhaul network. The offered backhaul network 

topology are Point-to-Point (P2P) and Point-to-multipoint (PMP). 

The PMP topology is proposed to handle in case multiple 

Subscriber Station is required due to nature obstacles. The 

proposed topologies are illustrated in Figure 1. In general, the 

proposed network architecture consists of 3 (three) segments, that 

are (1) WiMAX core network, (2) Backhaul link and (3) WiFi 

Access network. 

 

The WiMAX core network is built to act as an ISP-like to deliver 

the VoIP Service. Besides that, this core network can also be built 

to provide an ad-hoc network during the disaster response 

activities. The next segment that is built is a backhaul link that 

gives a connection between WiMAX core network and WiFI 

access network. The last segment that is built is a WiFi access 

network that provides the VoIP Services to the end-user by using 

WiFi Access Point (AP). The WiFi AP received a radio link 

signal from the WiMAX Subscriber Station (SS). 

 

 
Figure 1 Network topology for (a) single subscriber station 

(b) multi subscriber stationsex 

Configuration of the Proposed Integrated Network 

The next step after defining the topology of the proposed network 

is configuring the network to operate as expected. In general, 

there are 3 (two) steps of configuration, that are (1) configuring 

the WiMAX equipments, (2) configuring the WLAN equipments, 

and (3) configuring the user equipments. 

 

WiMAX Equipment that is used in this work is a WiMAX testbed 

facility at the Department of Electrical Engineering, ITS. This 

equipment consists of a RedMAX Base Station Transceiver (BS) 

as a transmitter that operates in the frequency band of 3.5 GHz 

and RedMAX Subscriber Units as a receiver. The power transmit 

from the BS is set to 0 dBm or 1 mW to avoid an interference to 

satellite services around the testbed location. Moreover, the 

channel bandwidth of the RedMAX BS is set to 7 MHz. 

Meanwhile, the transmission data rate of the backhaul link to 

communicate with the RedMAX SS of about 2 Mbps for both 

downlink and uplink sides. For the services access, this system is 

set to use a scheduling scheme of Best Effort which means that 

all users have the same priority to access the network. A detail 

specification of the testbed system is summarized in Table 2. 

 

Table 2 Specification of the proposed system configuration.  

Paramater Specification 

Base Station RedMAX AN-100U 

Subscriber Station RedMAX SU-O 

Frequency Band 3.5 GHz 

Channel Bandwidth 7 MHz 

PHY WiMAX 802.16d 256 OFDM FDD 

BS Tx Power 0 dBm 

 

Furthermore, the WLAN equipments are configured to operate in 

the same network as WiMAX Equipment. The configuration 

includes setting the IP subnet and IP assignment mode. In this case, 

the IP subnet of 192.168.0.1/24 and DHCP mode are used. 

Moreover, setting up the user equipment (in this case, it is 

implemented on a PC) is conducted. This set up includes installing 

the required software to support the implementation of VoIP 

service. The software includes (1) Jitsi as a VoIP service emulator, 

(2) Wireshark as a tool to analyze the network protocol, (3) TfGen 

and netpersec generate and monitor the network traffic. The 

protocol that is used for the VoIP service in this case is G.711 [18].  

 

After the network is ready to deliver the VoIP service, futher step 

that needs to be prepared is performance evaluation of the VoIP 

service over the proposed integrated network. The performance is 

conducted with the following steps: 

1. Connection test using Mini Speeedtest 

2. Traffic test using TfGen and netperSec 

3. User perception test using E-Model and MOS. 

 

RESULTS AND DISCUSSIONS 

The last step that is important to be done after designing the 

network architecture is a network performance testing. The 

performance testing is conducted by delivering the VoIP services 

over the proposed network architectures. As mentioned in the 
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previous section, the proposed network architectures in this paper 

include Point-to-Point (P2P) and Point-to-multipoint (PMP) 

topologies. In P2P topology, all users (4 users) access the same 

SS. While in the PMP topology, two SS’ are involved which of 

each is accessed by 2 (two) users through 1 (one) access point. 

 

The network performance is evaluated in terms of delay, jitter, 

throughput and packet loss. This performance evaluation is 

conducted by using a software of WireShark which is installed on 

each client terminal to capture data packet of VoIP 

communication. In addition, the network performance is also 

evaluated in terms of Mean Opinion Score (MOS) to measure a 

user perception to the network performance. MOS evaluation is 

conducted based on the ITU-T E-Model [19].  

 

Before evaluating the network figure of merits, it is necessary to 

have an overview of the maximum data rate in the full capacity 

condition. The data rate measurement is conducted with the aid 

of the application of Mini Speedtest that has been installed on the 

PC server which is connected to the BS. This application is then 

accessed by the user at the SS. The measurement result is depicted 

in Figure 2. From this figure, it is shown that the core network 

has a maximum data rate of about 1.94 Mbps and 2.04 Mbps for 

its downlink and uplink. The difference between downlink and 

uplink is caused by the different signal modulation technique for 

downlink and uplink. Besides that, the difference is also caused 

by a different power transmit from BS and SS. 

 

 

Figure 2 Measurement result for downlink and uplink of 

WiMAX network 

 

After having a general overview of the system capability, the 

network performance when delivery the VoIP services is 

evaluated. In general, during the network performance evaluation 

the amount of data load that is generated to represent the traffic 

variation of 0, 1 Mbps, 2 Mbps, 3 Mbps and 4 Mbps. These loads 

will be used for all test parameters. 

 

The first parameter that is evaluated is throughput. Throughput 

on the network can be defined as a ratio between the successfully 

received data and the transmitted data in a certain duration. This 

parameter is usually represented in bit per second. Figure 3 shows 

the measurement result of the network performance in terms of 

throughput over various background traffic. 

 

In general, from Figure 3 it can be inferred that throughput 

decreases proportionally with the increment of the background 

traffic. This is due to congestion in the network and when the 

packet is not proceeded, it causes a packet discharge. This 

condition causes a throughput becomes low when the background 

traffic increases. 

 

 

Figure 3 Measurement result of throughput over different load 

 

The next parameter that is also important to be evaluated to 

measure the network performance is a delay. Delay can be 

defined as a time that is used by the packet to travel and wait for 

a processing. In the communication network, delay becomes a 

parameter that is used to measure a service quality to operate 

properly. Based on the QoS standard, a delay up to 150 ms can 

still be acceptable [20]. This value is also required the ITU-T 

Recommendation G.114 which is stated that the minimum delay 

for one-way end-to-end voice transmission is 150 ms [21]. 

 

The measurement result of delay parameter in the end-to-end data 

communication in the testbed network is revealed in Figure 4. 

From this figure, it can be inferred that the delay increases 

proportionally with the increment of the background traffic. From 

the figure, it also can be observed that delay is still below 150 ms 

and therefore it can be still tolerable. The increasing of the delay 

is caused by the processing delay time due to the queueing of the 

data processing in the network. 

 

 
Figure 4 Measurement result of delay over different load 

 

Furthermore, a jitter parameter on the proposed network 

architecture is measured. Jitter can be defined as a delay variation 

of the data arrival due to a different condition of the network 

during the data transmission. A measurement result of the 

network performance in terms of jitter parameter over various 

background traffic is shown in Figure 5. 

 

From this figure, it can be inferred that the jitter parameter 

increases proportionally with the increment of the background 

traffic. Similar to the delay parameter, it also happens due to the 
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queueing of data processing in the network. As shown in the 

figure, the jitter value is still acceptable and complied to the 

network performance which requires a maximum jitter of 100 ms 

[20]. 

 

 
Figure 5 Measurement result of jitter over different load 

 

The last network parameter that is also important to be measured 

is a packet loss of the transmitted data in network. The 

measurement of the packet loss is conducted to support the 

measurement of the throughput. Packet loss is a measurement 

parameter that is obtained by comparing the amount of the packet 

loss and all transmitted packets. The packet loss is caused by the 

exceeding of the live time of a packet due to a busy traffic in the 

network. 

 

The measurement result of the packet loss parameter is depicted 

in Figure 6. From this figure, it can be observed that the packet 

loss is rose when a background traffic of 3 Mbps is provided. 

After this point, the packet loss also increases proportionally with 

the increment of the background traffic. This behavior also 

happens during the measurement of the throughput in network. 

When background traffic of 1 Mbps and 2 Mbps is injected to the 

network, the throughput is still the same. However, when the 

background traffic of 3 Mbps is injected, the throughput 

performance starts to decrease as the increment of the background 

traffic. It is reasonable because the more packet losses, the less 

throughput. 

 

 
Figure 6 Measurement result of packet loss over different load 

 

Moreover, besides the use of the network parameter, the quality 

of service can also be evaluated based on ITU-T E-Model [19]. 

ITU-T E-Model is a method to evaluate the data transmission 

objectively based on the quality parameters that have been 

obtained. The result of the performance evaluation with this 

method is represented in terms of Mean Opinion Score (MOS). 

Due to the evaluation process that uses a measurable parameter, 

the result is called objective MOS. Based on the ITU-T 

Recommendation P.107 [19], the value of MOS can be obtained 

by firstly calculating an R-factor as follow: 

 

94.2 d efR I I= − −  (1) 

where,  

( ) ( )177,3
0,024 0,11 177,3d d

I d d H
−

= + −  (2) 

and  

( )7 30ln 1 15efI e= + +  (3) 

 

with 𝐼𝑑 as a factor of quality degradation influenced by a delay 

(d). Meanwhile, 𝐼𝑒𝑓 is a factor of quality degradation due to a 

compression technique and packet loss (e). Whilst, H is a step 

function with the following condition: 

0 if 0

1 if 0

x
H

x


= 


 

(4) 

 

With the calculated R-factor the MOS value can be calculated 

with the correlation as follow [22]: 

 

Figure 7 Relation between MOS and R-Factor  

 

Besides the objective MOS calculation, the MOS value can also 

be obtained subjectively by conducting a satisfactory survey to a 

group of respondents to evaluate their experience or perspective 

during accessing the services. This scheme is used in this paper. 

This method is derived based on the correlation between objective 

and subjective calculation as described in [22]. The objective of 

this survey is to measure the satisfaction level of the user when 

they use the designed VoIP service. The survey is conducted by 

giving a questioner to 10 (ten) respondents. The respondents have 

the opportunity to make a voice call with a VoIP service. Each 

call is conducted 5 (five) times which of each call is injected with 

various background traffic. The background traffic is generated 

by using TfGen software as described for the previous 

parameters. The result of this measurement is depicted in Figure 

8. 

 

From this figure, it can be seen that the subjective MOS remains 

constant when the network is injected with the background traffic 

up to 2 Mbps. However, starting from the injection of background 

traffic of 3 Mbps, the subjective MOS becomes lower as the 

background traffic increases. Considering the aforementioned 
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network quality parameters, it is understandable because when 

the background traffic increases, all of the network quality 

parameters become worse. 

 
Figure 8 Measurement result of mean opinion score over 

different load 

 

The network performance of the proposed integrated network can 

be compared to the available networks described in the literature. 

The comparison is described in Table 3. 

 

Table 3 Network Comparison 

Ref. Underlying Technology Applications 

[7] WiMAX technology Environment monitoring 

and telemedicine in a 

remote area 

[8] WiMAX technology backhaul 

[9] Integrated WiMAX and 

WLAN Technology 

Integrated network 

testbed 

[10] Integrated WiMAX and 

WLAN Technology 

VoIP in the testbed 

environment 

[11] Integrated WiMAX and 

WLAN Technology 

VoIP G.711 

This 

work 

Integrated WiMAX and 

WLAN Technology 

VoIP service for 

Emergency Disaster 

Response with MOS 

evaluation 

 

CONCLUSIONS 

In this paper, an implementation of VoIP services over the 

WiMAX-WLAN integrated network has been described. The 

integrated network uses a WiMAX network of IEEE standard 

802.16-2004 with the frequency band of 3.5 GHz and WLAN 

network of IEEE standard 802.11n. The proposed integrated 

network is designed in P2P and PMP topologies. Within these 

network architectures, the network performance is evaluated in 

terms of delay, jitter, throughput and packet loss, as well as MOS 

value. The network performance is evaluated over various 

background traffic. 

From the performance evaluation, it shows that the network 

becomes worse when the network load that is represented by the 

background traffic exceeding 3 Mbps. In general, there is no 

significant performance different between P2P and PMP network 

topology. 

As the network performance parameters are still acceptable based 

on the respective parameter requirements, the proposed network 

is possible to be used as a emergency telecommunication network 

infrastructure during the emergency disaster response. The rapid 

deployment and scalability become the advantages of this 

proposed integrated network. 
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